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Quantum cryptography or more specifically Quantum key distribution (QKD) is the emerging technology
that has shown to be provably secure for transmitting messages between the communicating parties. The
security of a QKD protocol is mainly based on the laws of quantum mechanics. In this work, we present a
simple security proof for a three party generic QKD protocol. The protocol is implemented using the GHZ
states and each party has to perform a single particle measurement either on the computational basis or the
Hadamard basis. The security analysis of our protocol is based on the collective attacks and we used one way
information reconciliation and privacy amplification to extract the key. Eve’s information is conditioned on
the random variable V, which provide all the projective measurements on the density operator ρ_ABC. The
value obtained for the error bound is ϵ≈0.031.
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