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Classical Cryptography offers different methods to encrypt messages amongst authorized users by applying
some mathematical techniques which require the users to have shared some information initially[1]. These
mathematical techniques can be broken as they all rely on the computational complexity[1]. Quantum Key
Distribution (QKD) is an alternative means of encrypting information whereby instead of users exchanging
an encrypted message; they share first the symmetric-key[2]. QKD relies on the properties of Quantum Me-
chanics to protect the information transfer from the interference of an eavesdropper. The implementation of
QKD demands an appropriate protocol which can enable the users to produce a secure key.

Apart from the key distribution process, post-processing is performed to obtain a final key. This is achieved
through an error reconciliation protocol. Post-processing is required to eliminate errors introduced by an
eavesdropper in the quantum channel and imperfections of the equipment used[3]. The error reconciliation
protocol is hence needed to identify and fix all the errors in the shared key, so that at the end users will have
the same identical key.

In this research, the data used for post-processing were obtained from experimental implementation of the
Coherent One-Way (COW) protocol using free space as a quantum channel. We applied Cascade error recon-
ciliation protocol to the raw key obtained in the experiment to identify and fix errors obtained in the quantum
transmission process. Also Cascade error reconciliation protocol is tested to verify how efficiency of the sys-
tem.
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